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Consent to Use Identity Access Management (hereinafter called IAM) for Identification 
and Authentication Purposes 

I consent to the use of Identity Access Management (hereinafter referred to as IAM) for 
identification and authentication purposes (creation of a Digital Identity). The data processing 
in the IAM is made on the basis of Sections 291 (8) of the SGB V [German Social Security 
Code Volume V] in conjunction with the guideline pursuant to Section 217f (4b) of the SGB V. 

This will be data in the following categories: 

- General personal data  

- Identification numbers 
(insurance number and last 6 digits of the identification number of the electronic 
health card) 

- Type of insured person 

- If applicable, national ID card number 

The aforementioned data serve to identify, authenticate and activate the user.  

Consent is given voluntarily according to Sec. 291 (8) sentence 1 of the SGB V and is 
equivalent to the legally required “upon request”. It can be withdrawn with effect for the future, 
at any time and without stating reasons, in the application used, in writing (DAK-Gesundheit, 
Postzentrum, 22788, Hamburg or at service@dak.de), in person in one of our branches or by 
phone (040 325 325 555). After the withdrawal of the consent to using the Digital Identity, any 
of the connected digital applications (e.g. DAK ePA app) can no longer be used. That does not 
apply to the ePA held by the physician. The consent to the Digital Identity (IAM) must be given 
again before any digital application can be re-used. 

For more information on the nature and scope of data processing and on my rights under the 
General Data Protection Regulation (e.g. the right of access) please see the Privacy Notices 
of the respective digital applications at the following links: 

• https://www.dak.de/meinedak-datenschutzhinweise  
• www.dak.de/datenschutzhinweise-app  
• https://www.dak.de/dakepa-datenschutzhinweise  

 

 


